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Abstract—This paper analyzes and proposes Expowave, a
distributed algorithm for the scheduling of an RFID reader
network. The behavior of the algorithm is presented in detail,
and its performance is evaluated through a set of simulation
experiments. It is demonstrated that the algorithm constitutes an
efficient approach to the reader anti-collision problem, especially
in dense and lively environments.
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I. INTRODUCTION

DURING the latest years, we are witnessing ubiquitous
computing becoming more and more a part of our

every day lives. RFID tags and sensors are constantly gain-
ing popularity, to the extent that the materialization of the
Internet of Things vision is constantly evolving towards its
wider adoption. Research and Development in RFID has
made applications possible in various domains such as person
identification [1], retail stores [2], [3], asset tracking [4], etc.
RFID tags are becoming cheaper and cheaper and, compared
with other identification technologies such as Datamatrix and
Barcodes, they seem to be gaining ground since their price,
that has always been the major problem since the inception of
the idea, is constantly decreasing while the benefits that occur
from their use are increasing.

Since its inception, the basic idea of functioning of an
RFID tag is backscatter [5]: An RFID reader, also referred
to as an interrogator, broadcasts a signal in his interrogation
zone. If an RFID tag finds itself in this interrogation zone, it
backscatters (i.e. transmits back) a signal containing its unique
identification number.

The signals that are transmitted and received by the readers
and the tags are in a specific frequency and, as such, various
problems arise when lots of RFID readers are placed close
to each other, forming a densely covered area. Interference
between two readers can occur even when these readers’
interrogation zones do not overlap [6]–[8].

In this paper, we study this problem, we propose a novel
approach for RFID reader anti-collision and we compare it
experimentally, through simulation experiments, to the ap-
proaches described in the bibliography. The proposed algo-
rithm is proved to be of higher capacity in dense RFID reader
networks. Practical use cases of such algorithms include cases
when an area needs to be covered with RFID readers in a
way that objects moving through are correctly and efficiently
identified.

Manuscript received June 13th, 2010; revised September 13th, 2010. This
work was partially supported by the FP7 Project ASPIRE.

The author is with the Athens Information Technology (AIT).

The problem in these cases can be simulated as a graph,
where each node represents an RFID reader and each edge
represents the ability of a collision to occur between the two
readers. Thus, the reader anti-collision problem is expressed
as: ”how can we organize the system in order to minimize
node collisions and achieve the maximum throughput”?

The paper is structured as follows: Section II presents
the approaches that have been proposed in the literature and
Section III describes in detail the proposed algorithm. Section
IV presents the experiments that were conducted in order to
measure the algorithm’s efficiency and Section V concludes
the paper with our final observations and remarks.

II. RELATED WORK IN READER ANTI-COLLISION
MANAGEMENT

First, we need to note in dense and lively RFID environ-
ments, two types of reader-to-reader interferences can occur.
The first is the frequency interference, also called reader-reader
collision and it occurs when two or more readers communicate
on the same frequency at the same time.

The second type of interference is the tag interference, also
called reader-tag collision and it occurs when two or more
readers attempt to communicate with a particular RFID tag at
the same time. Reader-tag collision protocols can be binary
tree-based, as the work presented in [9] or aloha-based [10].

The results presented in this paper provide a solution to
the former case. In particular, we do not attempt to resolve
interference problems but rather to avoid them by scheduling
the readers to communicate in different time periods.

The reader anti-collision problem is widely studied in the
bibliography. Many approaches to its solution have been
adapted from the sensor network research domain, as in [11]–
[14].

Among the most notable, and one of the first reader-reader
collision avoidance algorithms is Colorwave [15]. Colorwave
considers an “interference graph” over the readers, where an
edge between two readers means the probability of a collision
when transmitting simultaneously and it tries to randomly
color this graph in order for each pair of readers to have
different colors, each color representing a time slot. The
solution presented in this paper builds on top of Colorwave, by
inheriting its key characteristics and improving its properties.

In [16], the authors suggest coloring the interference graph
using k colors, where k is the number of available channels.
If the graph is not k-colorable using their suggested heuristic,
then the authors suggest removal of certain edges and nodes
from the interference graph using other heuristics which
consider the size of the common interference regions between
neighboring readers.
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In [17], the authors present a CSMA-based MAC protocol
for the collision avoidance in dense RFID networks. The
implementation is based on mote readers.

Tanaka et al. [18] present a linear programming formulation
method to obtain communication probability of the readers
for a given reader deployment scenario. They also propose
two algorithms based on the detect-and-abort principle for
mitigating the reader-to-tag as well as the reader-to-reader
interference in dense reader environments.

In [19], [20] the authors present an approach where the DCS
algorithm is based on the probability p (hence Probabilistic
DCS, PDCS): the probability for a node to change its color
after a collision. The authors offer a theoretical study on the
properties of p in the system performance.

The Pulse protocol [21] is referred to as beacon broadcast
and CSMA mechanism. According to the Pulse protocol, each
reader uses two separate channels in the RFID system, the
data channel and the control channel. The former is used for
reader to tag communication while the latter is used for reader
to reader communication. Messages broadcasted in each of
the channels do not interfere between them. According to the
protocol, each reader continuously transmits beacon signals
through the control channel while communication with the
tags is made through the data channel.

HiQ [22] is an online learning algorithm, used to find
dynamic solutions to the reader collision problem in RFID
systems. The algorithm contains two parts: First, it allocates
resources in order to maximize the number of readers com-
municating at a single time period and second, it attempts to
minimize the number of collisions these readers experience
when they are communicating. The algorithm utilizes three
basic hierarchical tiers in its control structure, namely, readers,
R-servers, and Q-servers. Among the limitations of this pro-
tocol is that Q-learning assumes collision detection of readers
not in sensing range. This means that in the case that some
collisions cannot be detected, the protocol will not operate
correctly.

AC MRFID [23] is a protocol based on DCS, especially
suitable for networks with a regular deployment. However,
this protocol is not fair, since it provides the readers with
few neighbors in their interrogation range, with more re-
sources. Furthermore, it introduces additional communication
overhead, in order to count the neighbors.

Also, we need to mention that there is also a category
of anti-collision protocols in multi-channel approaches where
the readers do not only use one channel (i.e. frequency) but
multiple frequencies. For RFID, international standards [24]
suggest the use of frequency between 860 MHz and 960 MHz.
However, despite the fact that the interference signal strength
of adjacent channels is regulated by 20dBCh, a reader can still
interfere with the signal of an adjacent channel when it tries
to read tags.

Finally, a more detailed survey on reader anti-collision
protocols can be found on [7].

III. ALGORITHMIC DESCRIPTION

This Section describes the proposed Expowave algorithm.
First, we have to define the concepts that are used, which are

contained in the following list:
1) Time slot or color. The index that identifies the time a

reader has to scan its environment for new tags. A color
is a reserved timeslot, assigned to an RFID reader.

2) Birth probability (σ). The probability a new tag to appear
in a reader’s interrogation zone in a specific time slot.

3) Iteration. The time between two consecutive kick slots,
when communication between readers occurs (see Fig-
ure 1).

4) Transmission. The state when the reader communicates
with its environment.

5) Attempt. When a reader attempts to scan its area for tags.
An attempt can lead to a success or a collision.

6) Neighbors. Two readers are considered neighbors if
transmitting at the same time slot (i.e. color) can lead
to a collision between them.

7) Idle. The state of a reader when it does not perform any
kind of communication with its environment.

8) Collision. The interference that occurs between two
readers and prevents them from successfully reading the
tags in their area. A collision occurs when two adjacent
readers in the same time attempt to broadcast a signal in
the same timeslot and one’s signal causes interference
in the other one’s signal.

9) Success. The communication of a reader and a tag.
Keeping these in mind, for the operation of the algorithm,

we make the following assumptions:
• Time is divided in discrete time slots. During these time

slots, each node can either scan its interrogation area for
RFID tags (this time slot is referred to as a color) or
communicate with its neighbors (kick slot). Thus, there
is no need for a distinct communication channel.

• Nodes are synchronized. They do not have to know
necessarily the iteration number but they need to know
when a timeslot starts and ends.

• Each node has the capability of detecting a collision.
• Each node can communicate with its neighbors. This

happens during the kick slot, as displayed in Figure 1.
Collisions during the kick slot are “kick collisions”, as
opposed to the previously mentioned “collisions”.

• Each node possesses one of the three states: idle, trans-
mitting, or collided.

Expowave algorithm builds on top of Colorwave. As such,
it is a distributed (or on-line) algorithm in the sense that each
node operates based on local information. There is no need of
a central entity maintaining system-wide information and each
algorithm execution has knowledge only of a local cluster of
readers.

As depicted in Figure 1, time is divided into discrete
timeslots. Kick slots (tk) are the timeslots during which
kick signals are sent while colors (c1, c2, . . . ) represent
time periods over which the readers consecutively attempt to
read their respective interrogation zones. Although similar to
Colorwave, the Expowave algorithm introduces the following
modifications and additions.

• First, the algorithm introduces an upper bound to the
colors (i.e. time slots) a period can have. This happens in
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Fig. 1: Expowave behavior

order to prevent the number of colors from increasing to
unpredictable – even unacceptable – levels. As it can be
seen in Figure 1, a high number of colors means more
time between algorithm iterations. Expowave assures an
upper time bound (proportional to the color upper
bound variable) between two consecutive iterations.

• After each attempt, if a collision is experienced, the
reader will wait for a random amount of time between
zero and 2attempts, in a fashion similar to slotted Aloha.
As demonstrated in the experiments Section, the intro-
duction of the exponential backoff in the Colorwave algo-
rithm provides significantly greater throughput compared
to the delay it introduces to the system.

A. From simulation to practice

We need to note that physical readers that operate at distinct
timeslots, at a practical level, can be configured with the use of
a middleware. With the use of a middleware solution, such as
Fosstrak1, Rifidi2, or AspireRfid3, we can configure adjacent
physical readers to operate at distinct timeslots.

Note that as far as RFID readers are concerned, the sug-
gested approach cannot be applied everywhere. According to
the EPCglobal4 specifications that regulate to a large extent the
RFID-related implementations, an Event Cycle is the smallest
unit of interaction between an ALE (Application Level Events)
client and an ALE implementation through the ALE Reading
API [25]. The API itself, however, does not provide a client
with explicit control over the frequency at which reader
cycles are completed and leaves implementation details up to
the client. Therefore, in practice, there is no standard way
provided by ALE for clients to control reader cycle timing.
Implementations may provide different means for this through
configuration files, administrative interfaces and so on.

IV. EXPERIMENTS

The measurable efficiency parameters investigated in the
algorithm are the throughput and the delay. These are defined
as follows:

• Throughput =
total queries sent successfully by a reader

total time in iterations

• Delay =

time in iterations required for an appearing
tag to be identified by a reader

total time in iterations
1Fosstrak: http://www.fosstrak.org
2Rifidi: http://www.rifidi.org
3AspireRfid: http://wiki.aspire.ow2.org
4EPCglobal: http://www.epcglobalinc.org

System-wise, throughput (resp. delay) is the mean average
of the throughput (resp. delay) of all the RFID readers (or
nodes) in the graph.

A. Experimental setup

In order to initiate the experiments, three random graphs
of 250 nodes each were created: sparse, medium and dense.
The nodes in the first case have a 10% probability of being
connected to each other, 50% in the second and 90% in
the third. The mean average of the neighbor nodes in the
sparse, medium, and dense graph is 25.08, 123.79, and 224.45,
respectively.

In order to simulate the experiments, we run DCS, Color-
wave and Expowave on all the graphs. In order to run one
experiment, for each iteration, according to a probability σ, it
is decided whether an RFID tag will appear in each node’s
interrogation zone. We refer to σ as the birth (appearance of
a new tag) probability in each iteration.

B. Performance evaluation

Figure 2 demonstrates the proposed algorithmic approach
compared with Colorwave and DCS. It needs to be noted that
Colorwave has been proven to be more efficient than DCS
because of the former’s dynamic nature [15].

Graph-wise, the algorithm behavior is displayed in Figures
2a and 2b where the values displayed are the mean values
of all the graph nodes. The graph used in 2a and 2b is the
graph of 250 nodes of medium density, as mentioned above.
Parameters upTrig, upSafe, dnTrig and dnSafe are set
to 0.9, 0.93, 0.99 and 0.98, respectively. In both Figures 2a and
2b, the experiments were run with a value of σ of 0.3, 0.6, 0.9,
for the DCS, Colorwave and Expowave algorithms, all starting
at 12 colors – and DCS staying on 12 colors because of its
static nature. We can deduce in Figure 2b that the respective
throughput does not behave the same for all cases of σ. For
small values of σ (0.3), Colorwave achieves similar throughput
to Expowave, but for values 0.6 and 0.9 the difference in the
throughput between Colorwave and Expowave increases, with
the latter being at all cases the higher. The DCS results are
poor at all cases, compared to the other algorithms.

The conclusion that can be drawn by Figures 2a and 2b is
that the delay in Expowave is in general slightly greater than
the delay in Colorwave. This happens because of the introduc-
tion of the exponential backoff in case of a collision. However,
the difference in the respective throughput is greater, which
means that with a little increase in the delay we can achieve
higher throughputs: In the case when σ is 0.9, Expowave
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(a) Mean Delay for various σ values
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(c) Mean Delay (color upper bound = 30)
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Fig. 2: Expowave performance evaluation

achieves a 52.84% greater throughput than Colorwave, by
introducing a 0.33% greater delay. Also, in this case, compared
to the static DCS algorithm, the delay in Expowave decreases
by 13.71% while the throughput increases by 118.55%. This
renders Expowave an anti-collision algorithm mostly suitable
for dense and lively environments.

The next set of experiments illustrated in Figures 2c and
2d was taken as follows: The system was set to run for
a number of 50000 iterations, for the sparse, medium, and
dense graph with the parameters upTrig, upSafe, dnTrig
and dnSafe set as in the previous set of experiments. Its
final values of delay and throughput were recorded, while the
value of σ increased from 0.01 to 0.99, the initial number of
colors was again 12 for all algorithms, and the color upper
bound variable was set to 30.

In this case we notice that for small σ values, Expowave
behaves almost the same as Colorwave, while DCS is a poorer
choice in the medium and dense graphs. As σ increases

above 50%, we notice the throughput in Expowave increases
with respect to Colorwave and DCS, while in the same time
presenting an increase at the respective additional delay; note
especially the dense graph. As it can be seen in Figures 2c
and 2d, when σ is 0.99, Expowave compared to Colorwave
gives a 13.83% greater throughput with a 28.61% greater
delay in the sparse graph, a 188.77% greater throughput with
a 12.23% less delay in the medium density graph, while for
the dense graph, the respective numbers are 155.42% greater
throughput and 2.78% greater delay. This strengthens the point
that Expowave will find better usage in more dense and more
lively environments.

Initially, there was a problem in comparing the behavior
between Colorwave and Expowave, because of the fact that
the former, under heavy load will increase the number of
max_colors of each node. This increase could lead to
non-comparable results since, between two cases that present
the same throughput, the one with the less max_colors is
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optimal: less real time will intercede between two consecutive
kick slots in this case (see Figure 1). With the introduction
of the upper color bound variable, we assure that mea-
surements are realized on an equal basis. Most importantly, we
assure that the number of colors per node will not be left free
to increase uncontrollably since high max_colors values
entail large time intervals between consecutive kick slots.

We notice in Figure 2d that in the throughput in Expowave
slightly increases for values of σ greater than 80%. This is
caused by the values of upTrig and upSafe which deter-
mine when will a node increase its max_colors variable.
With these values being 0.9 and 0.93 respectively, the number
of nodes that will increase their max_colors will be higher
as σ increases.

V. CONCLUSIONS

In this paper we defined the main concepts regarding the
anti-collision problem in dense RFID networks, we presented
and analyzed the Expowave algorithm, a novel approach for
anti-collision in a multiple access protocol.

Nevertheless, we cannot claim that the proposed algorithm
constitutes a single panacea for the anti-collision problem. As
demonstrated and analyzed, the increase in the throughput is
associated with a delay. In cases when new tags appear in high
rates and the environment is covered by a dense RFID reader
network, the proposed algorithm outperforms Colorwave and
DCS since the throughput achieved is substantially higher than
the delay introduced.
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